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 ПОЛИТИКА КОНФИДЕНЦИАЛЬНОСТИ 
Общества с ограниченной ответственностью «Рантьер» 

г. Краснодар 16.01.2026 
 

Настоящая Политика конфиденциальности (далее – Политика) определяет порядок сбора, обра-
ботки, хранения и защиты Конфиденциальной информации и персональных данных пользователей  
(далее – Пользователь), получаемых Обществом с ограниченной ответственностью «РАНТЬЕР»  
(далее – Оператор) при использовании сайтов, размещённых на доменах и их субдоменах: 
rentier.site, rentier.uno, rentier.com.ru, рантьер.рф (далее – веб-ресурсы Оператора),  
а также при использовании иных цифровых сервисов Оператора, включая переходы в Telegram-бот 
@rentierLLC_bot (доступного по адресу https://t.me/rentierLLC_bot) 
 

1    ОБЩИЕ ПОЛОЖЕНИЯ 
1.1    Оператор ставит своей важнейшей целью и условием осуществления своей деятельности соблю-
дение прав и свобод человека и гражданина при обработке его персональных данных, в том числе 
защиты прав на неприкосновенность частной жизни, личную и семейную тайну. 

1.2    Настоящая Политика действует в отношении всей информации, включая персональные данные 
в понимании применимого законодательства Российской Федерации (далее – Персональные данные), 
которую Общество с ограниченной ответственностью «РАНТЬЕР» (далее – Оператор) может полу-
чить о субъектах персональных данных в процессе осуществления своей деятельности, в том числе: 
–    при использовании веб-ресурсов Оператора; 
–    при использовании иных цифровых сервисов Оператора; 
–    при взаимодействии с Оператором в рамках исполнения договоров, соглашений и иных граждан-
ско-правовых отношений; 
–    из иных источников, допустимых в соответствии с законодательством Российской Федерации. 
Настоящая Политика применяется независимо от способа, формы и канала получения персональных 
данных. 

2    СВЕДЕНИЯ ОБ ОПЕРАТОРЕ 
В рамках настоящей Политики оператором Конфиденциальной информации и персональных данных 
является Общество с ограниченной ответственностью «РАНТЬЕР», зарегистрированное и осуществ-
ляющее деятельность в соответствии с законодательством Российской Федерации. 
 
Полное наименование: Общество с ограниченной ответственностью «Рантьер» 
ОГРН: 1242300051322 
ИНН: 2310238247 
Юридический адрес: 350002, улица Северная, д. 405, Краснодарский край, г. Краснодар 

 
Для реализации прав субъектов персональных данных, а также для направления обращений, запро-
сов и требований, связанных с обработкой персональных данных, Пользователь вправе обратиться к 
Оператору по адресу электронной почты: hello@rentier.uno. 
 

3    ОСНОВНЫЕ ПОНЯТИЯ, ИСПОЛЬЗУЕМЫЕ В ПОЛИТИКЕ 

3.1    В настоящей Политике используются следующие основные понятия: 
3.2    Персональные данные – любая информация, относящаяся прямо или косвенно к определённому 
или определяемому физическому лицу (субъекту персональных данных) в понимании законодатель-
ства Российской Федерации. 
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3.3    Конфиденциальная информация – персональные данные, а также иная информация о субъекте 
персональных данных, которая может быть получена Оператором в процессе взаимодействия с субъ-
ектом персональных данных, использования веб-ресурсов Оператора, сервисов Оператора или испол-
нения договорных обязательств. 

3.4    Субъект персональных данных – физическое лицо, к которому относятся персональные данные, 
обрабатываемые Оператором. 

3.5    Оператор – Общество с ограниченной ответственностью «РАНТЬЕР», самостоятельно организу-
ющее и (или) осуществляющее обработку персональных данных, а также определяющее цели обра-
ботки персональных данных, состав персональных данных и действия (операции), совершаемые с пер-
сональными данными. 

3.6    Обработка персональных данных – любое действие (операция) или совокупность действий (опе-
раций), совершаемых с персональными данными с использованием средств автоматизации или без ис-
пользования таких средств, включая сбор, запись, систематизацию, накопление, хранение, уточнение 
(обновление, изменение), использование, передачу, обезличивание, блокирование, удаление и уничто-
жение персональных данных. 
3.7    Автоматизированная обработка персональных данных – обработка персональных данных с ис-
пользованием средств вычислительной техники. 
3.8    Распространение персональных данных – действия, направленные на раскрытие персональных 
данных неопределённому кругу лиц. 
3.9    Предоставление персональных данных – действия, направленные на раскрытие персональных 
данных определённому лицу или определённому кругу лиц. 
3.10    Блокирование персональных данных – временное прекращение обработки персональных дан-
ных, за исключением случаев, когда обработка необходима для уточнения персональных данных. 
3.11    Обезличивание персональных данных – действия, в результате которых становится невозмож-
ным без использования дополнительной информации определить принадлежность персональных дан-
ных конкретному субъекту персональных данных. 

3.12    Уничтожение персональных данных – любые действия, в результате которых персональные 
данные уничтожаются безвозвратно с невозможностью дальнейшего восстановления содержания пер-
сональных данных в информационной системе персональных данных и/или уничтожаются материаль-
ные носители персональных данных. 

3.13    Веб-сайт – совокупность графических и информационных материалов, а также программ для 
ЭВМ и баз данных, обеспечивающих их доступность в сети интернет.  

3.14    Веб-ресурсы Оператора – веб-сайты и иные интернет-ресурсы, размещённые на доменах и суб-
доменах, указанных в разделе 1 настоящей Политики. 

3.15    Сервисы Оператора – программные продукты, цифровые сервисы, функциональные модули, а 
также иные инструменты и решения, предоставляемые Оператором, включая взаимодействие через 
мессенджер Telegram. 
3.16    Информационная система Конфиденциальной информации– совокупность содержащихся в ба-
зах данных Конфиденциальной информации, включающей персональные данные, и обеспечивающих 
их обработку информационных технологий и технических средств. 

3.17    Трансграничная передача Конфиденциальной информации– передача Конфиденциальной ин-
формации, включая персональные данные на территорию иностранного государства органу власти 
иностранного государства, иностранному физическому или иностранному юридическому лицу. 
 

4    ОСНОВНЫЕ ПРАВА И ОБЯЗАННОСТИ ОПЕРАТОРА 
4.1    Оператор имеет право: 
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–    получать от субъектов персональных данных достоверные персональные данные и иные сведения, 
необходимые для достижения целей обработки Конфиденциальной информации; 
–    самостоятельно определять состав и перечень мер, необходимых и достаточных для обеспечения 
выполнения обязанностей, предусмотренных законодательством Российской Федерации в области 
персональных данных, если иное не предусмотрено федеральными законами; 
–    обрабатывать персональные данные без согласия субъекта персональных данных в случаях, преду-
смотренных законодательством Российской Федерации; 
–    поручать обработку персональных данных третьим лицам на основании заключённых договоров 
и при условии соблюдения требований законодательства Российской Федерации в области персональ-
ных данных; 
–    продолжать обработку персональных данных после отзыва согласия субъектом персональных дан-
ных при наличии законных оснований, предусмотренных законодательством Российской Федерации; 
–    осуществлять иные права, предусмотренные законодательством Российской Федерации в области 
персональных данных. 

4.2    Оператор обязан: 
–    осуществлять обработку Конфиденциальной информации, включая персональные данные, на за-
конной и справедливой основе исключительно в целях, заранее определенных и заявленных в настоя-
щей Политике; 
–    обеспечивать конфиденциальность персональных данных и принимать необходимые правовые, 
организационные и технические меры для их защиты от неправомерного или случайного доступа, уни-
чтожения, изменения, блокирования, копирования, предоставления, распространения, а также от иных 
неправомерных действий; 
–    публиковать или иным образом обеспечивать неограниченный доступ к настоящей Политике; 
–    предоставлять субъектам персональных данных по их запросу информацию, касающуюся обра-
ботки их персональных данных, в порядке и сроки, установленные законодательством Российской Фе-
дерации; 
–    принимать меры по уточнению, блокированию или уничтожению Конфиденциальной информа-
ции, включая персональные данные в случаях, предусмотренных законодательством Российской Фе-
дерации; 
–    отвечать на обращения и запросы субъектов персональных данных и их законных представителей 
в установленном законодательством Российской Федерации порядке; 
–    сообщать в уполномоченный орган по защите прав субъектов персональных данных необходимую 
информацию по его запросу в установленные законодательством Российской Федерации сроки; 
–    соблюдать требования законодательства Российской Федерации о локализации персональных дан-
ных граждан Российской Федерации; 
–    исполнять иные обязанности, предусмотренные законодательством Российской Федерации в обла-
сти персональных данных. 
 

5    ОСНОВНЫЕ ПРАВА И ОБЯЗАННОСТИ СУБЪЕКТОВ ПЕРСОНАЛЬНЫХ ДАННЫХ 
5.1    Субъекты персональных данных имеют право: 
–    получать информацию, касающуюся обработки его персональных данных Оператором, в порядке, 
объеме и сроки, установленные законодательством Российской Федерации; 
–    требовать уточнения своих персональных данных, их блокирования или уничтожения в случае, 
если персональные данные являются неполными, устаревшими, неточными, незаконно полученными 
либо не являются необходимыми для заявленных целей обработки; 
–    отозвать согласие на обработку персональных данных в случаях, предусмотренных законодатель-
ством Российской Федерации; 
–    возражать против обработки персональных данных в случаях и порядке, предусмотренных зако-
нодательством Российской Федерации; 
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–    обжаловать действия или бездействие Оператора, связанные с обработкой персональных данных, 
в уполномоченный орган по защите прав субъектов персональных данных или в судебном порядке; 
–    осуществлять иные права, предусмотренные законодательством Российской Федерации в области 
персональных данных. 

5.2    Субъекты персональных данных обязаны: 
–    предоставлять Оператору достоверные данные о себе; 
–    сообщать Оператору об уточнении (обновлении, изменении) своих персональных данных. 

5.3    Лица, передавшие Оператору недостоверные сведения о себе, либо сведения о другом субъекте 
персональных данных без согласия последнего, несут ответственность в соответствии с законодатель-
ством РФ. 
 

6    ПРАВОВАЯ ОСНОВА ОБРАБОТКИ КОНФИДЕНЦИАЛЬНОЙ ИНФОРМАЦИИ 
6.1    Обработка Конфиденциальной информации, включающей персональные данные осуществляется 
Оператором в соответствии с требованиями законодательства Российской Федерации и при наличии 
законных оснований, предусмотренных таким законодательством. 

6.2    Оператор осуществляет обработку Конфиденциальной информации при наличии одного или не-
скольких из следующих оснований: 
–    наличие согласия субъекта персональных данных на обработку его персональных данных; 
–    необходимость обработки Конфиденциальной информации для исполнения договора, стороной ко-
торого является субъект персональных данных, либо для заключения договора по инициативе субъекта 
персональных данных; 
–    необходимость обработки Конфиденциальной информации для исполнения обязанностей, возло-
женных на Оператора законодательством Российской Федерации; 
–    необходимость обработки Конфиденциальной информации для осуществления прав и законных 
интересов Оператора или третьих лиц при условии, что при этом не нарушаются права и свободы субъ-
екта персональных данных; 
–    иные основания, предусмотренные законодательством Российской Федерации. 
6.3    В случаях, когда обработка Конфиденциальной информации осуществляется на основании со-
гласия субъекта персональных данных, такое согласие предоставляется субъектом персональных дан-
ных добровольно. Отказ от предоставления Конфиденциальной информации может повлечь невоз-
можность использования отдельных веб-ресурсов, сервисов или функций Оператора. 
 

7    ЦЕЛИ ОБРАБОТКИ КОНФИДЕНЦИАЛЬНОЙ ИНФОРМАЦИИ 
7.1    Оператор осуществляет обработку Конфиденциальной информации исключительно в целях, 
определенных до начала такой обработки и соответствующих требованиям законодательства Россий-
ской Федерации. 

7.2    Целями обработки Конфиденциальной информации являются: 
–    обеспечение доступа субъектов персональных данных к веб-ресурсам и сервисам Оператора, а 
также обеспечение их функционирования; 
–    обработка обращений, запросов и заявок субъектов персональных данных; 
–    осуществление взаимодействия с субъектами персональных данных, включая направление уве-
домлений, сообщений и иной информации, связанной с деятельностью Оператора; 
–    ведение деловой переписки; 
–    исполнение договоров и соглашений, заключенных между Оператором и субъектами персональ-
ных данных; 
–    обеспечение информационной и технической безопасности веб-ресурсов и сервисов Оператора; 
–    осуществление аналитической деятельности, направленной на улучшение качества веб-ресурсов 
и сервисов Оператора, без осуществления профилирования субъектов персональных данных; 
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–    защита прав и законных интересов Оператора и третьих лиц в случаях, предусмотренных законо-
дательством Российской Федерации. 

Обработка Конфиденциальной информации в целях, несовместимых с указанными целями, не допус-
кается. 
 

8    УСЛОВИЯ ОБРАБОТКИ КОНФИДЕНЦИАЛЬНОЙ ИНФОРМАЦИИ 

8.1    Обработка Конфиденциальной информации осуществляется Оператором с соблюдением требо-
ваний законодательства Российской Федерации и на условиях, предусмотренных настоящей Полити-
кой. 
8.2    Обработка Конфиденциальной информации допускается при наличии хотя бы одного из право-
вых оснований, указанных в разделе 6 настоящей Политики, и осуществляется с соблюдением прин-
ципов законности, справедливости и соразмерности. 

8.3    Оператор осуществляет обработку Конфиденциальной информации с использованием средств 
автоматизации и без использования таких средств. 

8.4    Обработка Конфиденциальной информации осуществляется при соблюдении следующих усло-
вий: 
–    Конфиденциальная информация обрабатывается исключительно для достижения конкретных, за-
ранее определенных и законных целей; 
–    обрабатывается только та Конфиденциальная информация, которая соответствует целям ее обра-
ботки; 
–    содержание и объем обрабатываемой Конфиденциальной информации не являются избыточными 
по отношению к заявленным целям обработки; 
–    обеспечивается точность Конфиденциальной информации, ее достаточность и, при необходимо-
сти, актуальность; 
–    принимаются меры по удалению или уточнению неполной, неточной или устаревшей Конфиден-
циальной информации; 

8.5    Конфиденциальная информация хранится в форме, позволяющей определить субъекта персо-
нальных данных, не дольше, чем этого требуют цели обработки, если иные сроки не установлены за-
конодательством Российской Федерации или договором. 
8.6    Обработка Конфиденциальной информации может быть прекращена в случаях: 
–    достижения целей обработки Конфиденциальной информации; 
–    истечения срока действия согласия субъекта персональных данных; 
–    отзыва согласия субъектом персональных данных при отсутствии иных законных оснований для 
обработки; 
–    выявления неправомерной обработки Конфиденциальной информации; 
–    в иных случаях, предусмотренных законодательством Российской Федерации. 
8.7    Обработка Конфиденциальной информации, доступ неограниченного круга лиц к которой предо-
ставлен субъектом персональных данных либо по его просьбе, осуществляется в порядке и на усло-
виях, предусмотренных законодательством Российской Федерации. 
 
9    ПОРЯДОК СБОРА, ХРАНЕНИЯ, ПЕРЕДАЧИ КОНФИДЕНЦИАЛЬНОЙ ИНФОРМАЦИИ 

9.1    Оператор осуществляет сбор Конфиденциальной информации исключительно в объеме, необхо-
димом для достижения целей, предусмотренных настоящей Политикой. 

9.2    Сбор Конфиденциальной информации осуществляется, в частности: 
–    при использовании веб-ресурсов и сервисов Оператора; 
–    при направлении обращений, запросов и сообщений Оператору; 
–    при заключении и исполнении договоров и соглашений; 
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–    при ином взаимодействии субъекта с Оператором в рамках осуществления деятельности Опера-
тора.  

9.3    Оператор не осуществляет сбор Конфиденциальной информации способами, противоречащими 
требованиям законодательства Российской Федерации. 

9.4    Конфиденциальная информация хранится Оператором с соблюдением требований законодатель-
ства Российской Федерации и с применением мер, направленных на обеспечение ее сохранности и 
конфиденциальности. 
9.5    Хранение Конфиденциальной информации осуществляется с использованием информационных 
систем, размещенных на территории Российской Федерации, за исключением случаев, прямо преду-
смотренных настоящей Политикой. 

9.6    Конфиденциальная информация хранится в течение срока, необходимого для достижения целей 
ее сбора, если более длительный срок хранения не предусмотрен законодательством Российской Фе-
дерации или договором. 
9.7    По достижении целей обработки либо при утрате необходимости в их достижении Конфиденци-
альная информация подлежит уничтожению, либо обезличиванию в порядке, установленном законо-
дательством Российской Федерации. 

9.8    Оператор не раскрывает и не передает Конфиденциальную информацию третьим лицам, за ис-
ключением следующих случаев: 
–    передача необходима для исполнения требований законодательства Российской Федерации; 
–    передача осуществляется с согласия субъекта Конфиденциальной информации; 
–    передача необходима для исполнения договорных обязательств Оператора при условии соблюде-
ния режима конфиденциальности; 
–    передача осуществляется при использовании сторонних сервисов связи и технической инфра-
структуры, выбранных субъектом Конфиденциальной информации по собственной инициативе. 

9.9    В случае передачи Конфиденциальной информации третьим лицам Оператор принимает меры, 
направленные на обеспечение соблюдения конфиденциальности такой информации. 
 

10    ПЕРЕЧЕНЬ ДЕЙСТВИЙ, ПРОИЗВОДИМЫХ ОПЕРАТОРОМ С  
КОНФИДЕНЦИАЛЬНОЙ ИНФОРМАЦИЕЙ И ПЕРСОНАЛЬНЫМИ ДАННЫМИ 

10.1    Оператор осуществляет следующие действия с Конфиденциальной информацией и персональ-
ными данными в рамках целей и условий, определенных настоящей Политикой и законодательством 
Российской Федерации: 
–    сбор Конфиденциальной информации и персональных данных; 
–    запись, систематизация и накопление Конфиденциальной информации и персональных данных; 
–    хранение Конфиденциальной информации и персональных данных; 
–    уточнение (обновление, изменение) Конфиденциальной информации и персональных данных; 
–    использование Конфиденциальной информации и персональных данных в целях, предусмотрен-
ных настоящей Политикой; 
–    передача (предоставление, доступ) Конфиденциальной информации и персональных данных в 
случаях, предусмотренных настоящей Политикой и законодательством Российской Федерации; 
–    обезличивание Конфиденциальной информации и персональных данных; 
–    блокирование Конфиденциальной информации и персональных данных; 
–    удаление и уничтожение Конфиденциальной информации и персональных данных. 
 
Оператор осуществляет указанные действия с использованием средств автоматизации и без использо-
вания таких средств. 
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11    ТРАНСГРАНИЧНАЯ ПЕРЕДАЧА КОНФИДЕНЦИАЛЬНОЙ ИНФОРМАЦИИ 
11.1    Использование мессенджера Telegram осуществляется субъектом Конфиденциальной информа-
ции и персональных данных добровольно и по его собственной инициативе. Выбор указанного канала 
связи означает согласие субъекта на возможную трансграничную передачу Конфиденциальной инфор-
мации, включающей персональные данные, в рамках функционирования соответствующего сервиса. 
11.2    Трансграничная передача Конфиденциальной информации, включающей персональные дан-
ные, при использовании сторонних сервисов связи осуществляется в соответствии с пользователь-
скими соглашениями и политиками конфиденциальности таких сервисов. 

11.3    В случае принятия Оператором решения об осуществлении трансграничной передачи Конфи-
денциальной информации, включающей персональные данные, без использования сторонних серви-
сов, такая передача осуществляется с соблюдением требований законодательства Российской Федера-
ции. 
 
 

12    КОНФИДЕНЦИАЛЬНОСТЬ ИНФОРМАЦИИ И ПЕРСОНАЛЬНЫХ ДАННЫХ 
12.1    Оператор обеспечивает режим конфиденциальности в отношении Конфиденциальной инфор-
мации и персональных данных, доступ к которым получен в процессе осуществления деятельности 
Оператора, в соответствии с требованиями законодательства Российской Федерации и настоящей По-
литики. 
12.2    Конфиденциальная информация и персональные данные не подлежат раскрытию третьим ли-
цам без согласия субъекта таких данных, за исключением случаев, прямо предусмотренных законода-
тельством Российской Федерации или настоящей Политикой. 

12.3    Доступ к Конфиденциальной информации и персональным данным предоставляется только тем 
работникам Оператора и иным уполномоченным лицам, для которых такой доступ необходим в целях 
исполнения их служебных или договорных обязанностей, при условии соблюдения ими требований 
конфиденциальности. 

12.4    Лица, получившие доступ к Конфиденциальной информации и персональным данным, обязаны 
соблюдать режим конфиденциальности и не допускать их неправомерного использования, распростра-
нения или раскрытия. 
12.5    Обязанность по соблюдению конфиденциальности сохраняется и после прекращения взаимо-
действия субъекта персональных данных с Оператором, если иное не предусмотрено законодатель-
ством Российской Федерации. 
 

13    ЗАКЛЮЧИТЕЛЬНЫЕ ПОЛОЖЕНИЯ 

13.1    Пользователь может получить любые разъяснения по интересующим вопросам, касающимся 
обработки его Конфиденциальной информации и персональных данных, обратившись к Оператору с 
помощью адреса hello@rentier.uno. 
13.2    В данном документе будут отражены любые изменения политики конфиденциальности Опера-
тором. Политика действует бессрочно до замены ее новой версией. 
13.3    Актуальная версия Политики в свободном доступе расположена в сети Интернет по адресу 
https://rentier.site/privacy-policy или https://rentier.uno/privacy-policy 
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